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Data is among the most valuable assets of any = O u
organization. Through its interpretation into in-
ternal processes, the data becomes information,
and thus one of the key factors to success in busi-
ness. Data theft, damage, or loss, may result in far
reaching consequences. [ ] [ ] [ ]

AEC - Professional ICT Security Solution

AEC, that means a team that is one of the strongest teams in the area of
ICT security in Central Europe. Quality of our services is based on long-
term experience, know-how, and utilization of the most advanced security
technologies. More than 50 thorough-paced consultants are working for
us; many of them for more than ten years. Our technology specialists are
undergoing regular trainings and are obtaining internationally recognized
certifications. They will ensure maximum protection of your data across
the whole organization through advanced security tools. AEC is a team of
specialists certified for different platforms, with full substitutability. Our
consultants are participating as speakers at security conferences all around
the world. Our team also cooperates closely with the with law enforce-
ment authorities on cases of cybercrime investigation. AEC top-class ser-
vices can be applied in private, as well as in public sector.

AEC — Thorough Knowledge and Experience

Know-how, professional solutions, and individual approach shown by the
AEC experts was acknowledged by many satisfied customers not only in
the banking area, but also in telecommunication, power engineering, man-
ufacturing, or services industry. Number of verified references, as well as
many certifications, are the guarantee of first-rate services.
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» . AEC-Complex Security Portfolio
Complex services in the ICT Security area can be found in our

- . portfolio. We deliver complex project implementing informa-
tion security systems for our customers. Our security con-
sultants know how to process security documentation and to

n B create security policy, including directives; they can help with
activity continuation management or with implementation of

™ ™ the Security Operation Center (SOC). We will run a thorough

screening of your information systems either by a series of
technical tests or via security analyses. Qualified AEC ser-
vices also comprise tests utilizing social engineering,
information security trainings, and other methods.
AEC will make sure that your network is secure
on every level. We are using the most effi-
cient tools. We can implement and con-
figure 20 of the major world security
brands. We are holding support over
millions of customer data.
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